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Choose strong passwords that
consist of lower and uppercase
letters, numbers and symbols, 
making it difficult for hackers to 
crack your password.

Create Strong Passwords

Refrain from downloading 
attachments and clicking on any 
links from senders you do not
know.

Do not download attachments
from unknown senders 

Although convenient, it also
enables others to access your
card details easily if your
computer got stolen or hacked
into.

Do not save your card 
details on your computer

Malicious attackers can easily inject
code into a non-HTTPS page that
is hosting the login/payment forms,
and your information can be stolen.

Avoid sending sensitive info
to non-HTTPS pages 

Viruses and malware that steal
information from your devices
can embed software that can
record whatever a webcam sees.

Cover your computer’s
webcam

You may risk having your computer
be infected with viruses and
malware if you simply plug in an
unknown device out of curiosity.

Do not plug in random USB
sticks
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services and solutions that identify, alert and mitigate technological vulnerabilities, threats and potential
breaches to the network and systems.
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